
What is Multi-Factor Authentication? 

Multi-factor Authentication (MFA) is an additional security measure to prevent unauthorized access to your 

account(s). MFA is an authentication process that requires you to provide two or more verification factors in 

order to access your My Account.   

What will my login experience look like? 

The first time you log in, you will be prompted to reset your password to meet our new password 

requirements. Then, you will validate your email address on file with a one-time authentication code. Lastly, 

you’ll enter a phone number where you will receive an authentication code.  

For all future logins, you’ll need to enter your username and password, and verify one security setting with an 

authentication code or link.  See below for step-by-step instructions:  

1. Enter your PSE&G Username 

 

 

 

 

 

 

 

 



2. Enter your Password 

   

3. Reset Password to meet NEW requirements 

 



4. Receive a verification email 

 

 
5. Click on the one-time authentication code link in the email or enter the code in the box provided by selecting 

“Enter a verification code instead” 

 

 



 

 

6. Set up phone security method 

 

 



7. Enter your phone number and receive an authentication code via text message or voice call. Enter the 

code in the box provided to verify. 

 

 



 

 

How can you prepare for MFA? 

Now is a good time to review the email address on file to be sure it is current and accurate. If you want to 

change your email address on file, you can do so in the My Profile section of My Account.  

 

Having trouble accessing your My Account? 

If you are having trouble accessing your My Account, please try resetting your password or contacting us at      

1-888-234-9209 for further assistance.  

 


